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SMALT with voice 9
SMALT dispenses salt with

Connect SMALT with a shake/pinch of your
Amazon Echo and simply smartphone screen or
say “Alexa, dispense half a simply turning the dial

teaspoon of salt". manually.
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About
"f.ﬂ SECURITY IS SEXY Most security news is about insecurity, hacking
' By Darlene Storm, Computerworld and cyber threats, bordering on scary. But when

security is done right, it's a beautiful thing...sexy
even. Security IS sexy.

NEWS ANALYSIS

Hacker hijacks wireless Foscam baby monitor, talks
and freaks out nanny

This is the third time news has circulated about some jerk hijacking a wireless Foscam
camera/baby monitor and made his virtual intrusion known by talking. Please change
the default password!
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—— MORELIKETHIS ——

Hacker strikes again: Creep hijacks baby
monitor to scream at infant and...

2 more wireless baby monitors
hacked: Hackers remotely
spied on babies and...

Eerie music coming from
wirelecce habvcamicit a
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SLIDESHOW

The internet of insecure things: Thousands of
internet-connected devices are a security
disaster in the making

é‘ By Josh Fruhlinger,CSO 0Oct12, 2016 4:00 AM PT
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https://en.wikipedia.org/wiki/2016_Dyn_ cyberattack
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Security and Privacy for
In-home Networks (SPIN)




User SPIN agent
Interface

< Message broker >
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March 2019

Manufacturer Usage Description Specification

Abstract

This memo specifies a component-based architecture for Manufacturer
Usage Descriptions (MUDs). The goal of MUD is to provide a means for
end devices to signal to the network what sort of access and network
functionality they require to properly function. The initial focus
is on access control. Later work can delve into other aspects.

This memo specifies two YANG modules, IPv4 and IPv6é DHCP options, a

Link Layer Discovery Protocol (LLDP) TLV, a URL, an X.509 certificate
extension, and a means to sign and verify the descriptions.

Status of This Memo
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WHICH ONE IS THE DEPLOY BUTTON?




The JOY of Tech.. by Nitrozac & Snaggy

The Internet of ransomware things...

HUNGRY? UNTIL YOU
PAY UP AND SEND MONEY 20 BUCKS
HACKERS.
> ACCOUNT I‘LL BE
' OR I'LL ONLY || (BURNING THE
BREW TOAST IF YOU
DON‘T GET
ME SOME

OR I’LL REVERSE BITCOINS.

MY MOTOR AND

YOUR CAR, BUT
ONLY TO TAKE
YOU TO YOUR

BANK TO MAKE

A TRANSFER.

IF YOU DON‘T
SEND US CASH,
YOUR REPUTATION

WILL BE IN THE
TRASH.

elmer.lastdrager@sidn.nl
https://spin.sidnlabs.nl

EXCUSE US

WIRE MY WHILE WE
PARTICIPATE
HACKER #100 BUSY MINING A Bons

=>

ON STRIKE JL~

THE NEXT TIME
YOU LEAVE, ITLL
COST YOU 100
BUCKS TO GET
BACK INTO THE
HOUSE, UNLESS

YOU GIVE ME

SEND ME $25 OR
I’LL TELL EVERYONE
ON YOUR SOCIAL
NETWORK THAT YOU
WERE STUPID ENOUGH
TO BUY AN INTERNET-
CONNECTED BROOM/

30 BUCKS IN
BITCOIN, OR NEXT
TIME I SMELL
SMOKE, I MIGHT
JUST LET YOU
SLEEP.

MY ALARM
SYSTEM IS
GOING TO GO
OFF RANDOMLY
THROUGHOUT
THE NIGHT,
UNLESS YOU

I’M TURNING
OFF THE
HEAT UNTIL
YOU WARM UP
MY BANK
ACCOUNT!/
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